
Chhabra & Sait MD PANOTICE OF PRIVACY PRACTICES
Effective Date: 10/31/2025

THIS NOTICE DESCRIBES HOW MEDICAL INFORMATION ABOUT YOU MAY BE USED ANDDISCLOSED AND HOW YOU CAN GET ACCESS TO THIS INFORMATION. PLEASE REVIEWITCAREFULLY.
We are required by law to protect the privacy of healthinformation that may reveal your identity, and to provide youwith a copy of this notice, which describes the healthinformation privacy practices of Chhabra & Sait MD PA(Chhabra & Sait MD PA). A copy of our current notice willalways be posted at all registration and/or admission points.You will also be able to obtain your own copies calling thePrivacy Officer at [3016455951].
If you have any questions about this notice or would likefurther information, please contact the above referencedindividuals.

WHAT HEALTH INFORMATION IS PROTECTED
We are committed to protecting the privacy of informationwe gather about you while providing health-related services.Some examples of protected health information includeinformation indicating that you are a patient or are receivinghealth-related services from us, information about your healthcondition, genetic information, or information about yourhealth care benefits under an insurance plan, each whencombined with identifying information, such as your name,address, social security number or phone number.

REQUIREMENT FOR WRITTEN AUTHORIZATION
Generally, we will obtain your written authorization beforeusing your health information or sharing it with others. Thereare certain situations where we must obtain your writtenauthorization before using your health information or sharing it,including:
Marketing . We may not disclose any of your healthinformation for marketing purposes if we will receive director indirect financial remuneration not reasonably related toour cost of making the communication.
Sale of Protected Health Information. We will not sellyour protected health information to third parties. The sale ofprotected health information, however, does not include adisclosure for public health purposes, for research purposeswhere we will only receive remuneration for our costs toprepare and transmit the health information, for treatment andpayment purposes, for the sale, transfer, merger or

consolidation of all or part of [Company], for a businessassociate or its subcontractor to perform health care functionson our behalf, or for other purposes as required and permittedby law.

16673122If you provide us with written authorization, you may revokethat written authorization at any time, except to the extentthat we have already relied upon it. To revoke a writtenauthorization, please write to the Privacy Officer. You mayalso initiate the transfer of your records to another person bycompleting a written authorization form.
HOWWE MAY USE AND DISCLOSE YOUR HEALTHINFORMATION WITHOUT YOUR WRITTENAUTHORIZATION

There are some situations when we do not need your writtenauthorization before using your health information or sharingit with others, including:
1 . Treatment, Payment and Health Care Operations .
Treatment. We may share your health information withhealth care providers who are involved in taking care of you,and they may in turn use that information to diagnose or treatyou. A health care provider may share your health informationwith another health care provider to determine how todiagnose or treat you. Your doctor may also share your healthinformation with another health care provider to whom youhave been referred for further health care.
Payment. We may use your health information or share itwith others so that we may obtain payment for your healthcare services. For example, we may share information aboutyou with your health insurance company in order to obtainreimbursement after we have treated you. In some cases, wemay share information about you with your health insurancecompany to determine whether it will cover your treatment.
Health Care Operations. We may use your healthinformation or share it with others in order to conduct ourbusiness operations. For example, we may use your healthinformation to evaluate the performance of our staff in caringfor you, or to educate our staff on how to improve the carethey provide for you.
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2. Appointment Reminders, Treatment Alternatives,Benefits and Services . In the course of providing treatmentto you, we may use your health information to contact youwith a reminder that you have an appointment for treatment,services or refills or in order to recommend possible treatmentalternatives or health-related benefits and services that may be ofinterest to you.
3. Business Associates . We may disclose your healthinformation to contractors, agents and other “businessassociates” who need the information in order toassist us with obtaining payment or carrying out ourbusiness operations. For example, we may shareyour health information with a billing company thathelps us to obtain payment from your insurancecompany, or we may share your health informationwith an accounting firm or law firm that providesprofessional advice to us. If we do disclose yourhealth information to a business associate, we willhave a written contract to ensure that our businessassociate also protects the privacy of your healthinformation. If our business associate discloses yourhealth information to a subcontractor or vendor, thebusiness associate will have a written contract toensure that the subcontractor or vendor also protectsthe privacy of the information.
4. Friends and Family Designated to be Involved InYour Care . If you do not object, we may shareyour health information with a family member,relative, or close personal friend who is involved inyour care or payment for your care, includingfollowing your death.
5. Emergencies or Public Need .
Emergencies or As Required By Law. We may use ordisclose your health information if you need emergencytreatment or if we are required by law to treat you. We mayuse or disclose your health information if we are required bylaw to do so, and we will notify you of these uses anddisclosures if notice is required by law.
Public Health Activities. We may disclose your healthinformation to authorized public health officials (or a foreigngovernment agency collaborating with such officials) so theymay carry out their public health activities under law, suchas controlling disease or public health hazards. We may alsodisclose your health information to a person who may havebeen exposed to a communicable disease or be at risk forcontracting or spreading the disease if permitted by law. Wemay release some health information about you to youremployer if your employer hires us to provide you with aphysical exam and we discover that you have a work relatedinjury or disease that your employer must know about in orderto comply with employment laws.
[If applicable: Proof a Child’s Immunization to a School .We

may disclose proof of a child’s immunization who is a studentor
prospective student of a school, as required by state or otherlaw, if a parent, guardian, other person acting in loco parentis,or an
emancipated minor, authorizes us to do so.]
Victims of Abuse, Neglect Or Domestic Violence. We mayrelease your health information to a public health authorityauthorized to receive reports of abuse, neglect or domesticviolence.
Health Oversight Activities. We may release your healthinformation to government agencies authorized to conductaudits, investigations, and inspections of our facilities. Thesegovernment agencies monitor the operation of the health caresystem, government benefit programs such as Medicare andMedicaid, and compliance with government regulatoryprograms and civil rights laws.
Lawsuits and Disputes. We may disclose your healthinformation if we are ordered to do so by a court oradministrative tribunal that is handling a lawsuit or otherdispute, subject to the limitations outlined elsewhere in thisNotice. We may also disclose your information in responseto a subpoena, discovery request, or other lawful request bysomeone else involved in the dispute, but only if requiredjudicial or other approval or necessary authorization is obtained.
Law Enforcement. We may disclose your health informationto law enforcement officials for certain reasons, such ascomplying with court orders, assisting in the identification offugitives or the location of missing persons, if we suspectthat your death resulted from a crime, or if necessary, toreport a crime that occurred on our property or off-site in amedical emergency, subject to the limitations outlinedelsewhere in this Notice.
Disclosure of Reproductive Health Information. We maydisclose information related to your reproductive healthwithout your consent in certain situations, including wherewe are legally required to do so. However, we will not useor disclose information potentially related to your reproductivehealth care to conduct a criminal, civil, or administrativeinvestigation into you or anyone else simply for accessingreproductive health care. If we ever disclose informationpotentially related to your reproductive health care withoutyour consent for law enforcement or other investigativepurposes, we will require the requesting party affirm that itwill not be used to conduct a criminal, civil, or administrativeinvestigation into you or anyone else for accessing reproductivehealth care.For example, we may disclose this information to lawenforcement personnel who are investigating a clinic forfraudulent billing. Law enforcement may need informationrelated to the services you received relative to what the clinicbilled your insurance company. However, we may not disclose
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your reproductive health information to law enforcementpersonnel who are investigating you or your clinic under alaw which prohibits providing contraceptive or abortion services.Similarly, we may disclose reproductive health informationsubject to a subpoena in a trial for medical malpractice, wherethis information is necessary to settle factual disputesdetermining liability. We may not disclose your reproductivehealth information in response to a subpoena in a case filedunder law that gives private individuals the right to sue peoplesimply for providing or accessing this type of care.
To Avert A Serious And Imminent Threat To Health OrSafety. We may use your health information or share it withothers when necessary to prevent a serious and imminentthreat to your health or safety, or the health or safety ofanother person or the public. In such cases, we will onlyshare your information with someone able to help prevent thethreat. We may also disclose your health information to lawenforcement officers if you tell us that you participated in aviolent crime that may have caused serious physical harm toanother person (unless you admitted that fact while incounseling), or if we determine that you escaped from lawfulcustody (such as a prison or mental health institution).
National Security and Intelligence Activities Or ProtectiveServices. We may disclose your health information toauthorized federal officials who are conducting nationalsecurity and intelligence activities or providing protectiveservices to the President or other important officials.
Military and Veterans. If you are in the Armed Forces, wemay disclose health information about you to appropriatemilitary command authorities for activities they deemnecessary to carry out their military mission. We may alsorelease health information about foreign military personnel tothe appropriate foreign military authority.
Inmates and Correctional Institutions. If you are an inmateor you are detained by a law enforcement officer, we maydisclose your health information to the prison officers or lawenforcement officers if necessary to provide you with healthcare, or to maintain safety, security and good order at theplace where you are confined. This includes sharinginformation that is necessary to protect the health and safetyof other inmates or persons involved in supervising ortransporting inmates.
Workers’ Compensation. We may disclose your healthinformation for workers’ compensation or similar programsthat provide benefits for work-related injuries.
Coroners, Medical Examiners and Funeral Directors. Inthe event of your death, we may disclose your healthinformation to a coroner or medical examiner. We may alsorelease this information to funeral directors as necessary tocarry out their duties.

Organ and Tissue Donation. In the event of your death orimpending death, we may disclose your health information toorganizations that procure or store organs, eyes or othertissues so that these organizations may investigate whetherdonation or transplantation is possible under applicable laws.
6. Completely De-identified or Partially De-identifiedInformation . We may use and disclose your healthinformation if we have removed any information that has thepotential to identify you so that the health information is“completely de-identified.” We may also use and disclose“partially de-identified” health information about you if theperson who will receive the information signs an agreementto protect the privacy of the information as required by federaland state law. Partially de-identified health information willnot contain any information that would directly identify you(such as your name, street address, social security number,phone number, fax number, electronic mail address, websiteaddress, or license number).
7. Incidental Disclosures . While we will take reasonablesteps to safeguard the privacy of your health information,certain disclosures of your health information may occurduring or as an unavoidable result of our otherwise permissibleuses or disclosures of your health information. For example,during the course of a treatment session, other patients in thetreatment area may see, or overhear discussion of, your healthinformation.
8. Fundraising. We may use or disclose yourdemographic information, including, name, address, othercontact information, age, gender, and date of birth, dates ofhealth service information, department of service information,treating physician, outcome information, and health insurancestatus for fundraising purposes. With each fundraisingcommunication made to you, you will have the opportunityto opt-out of receiving any further fundraisingcommunications. We will also provide you with an opportunityto opt back in to receive such communications if you shouldchoose to do so.
9. Changes to this Notice . We reserve the right tochange this notice at any time and to make the revised orchanged notice effective in the future. We will notify you of anychanges.
YOUR RIGHTS TO ACCESS AND CONTROL YOURHEALTH INFORMATION

You have the following rights to access and control yourhealth information:1 . Right To Inspect And Copy Records . You havethe right to inspect and obtain a copy of any of your healthinformation that may be used to make decisions about youand your treatment for as long as we maintain this informationin our records, including medical and billing records. Toinspect or obtain a copy of your health information, pleasesubmit your request in writing to the Privacy Officer. If you
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request a copy of the information, we may charge a fee forthe costs of copying, mailing or other supplies we use tofulfill your request. If you would like an electronic copy ofyour health information, we will provide you a copy inelectronic form and format as requested as long as we canreadily produce such information in the form requested.Otherwise, we will cooperate with you to provide a readableelectronic form and format as agreed.
2 . Right To Amend Records . If you believe that thehealth information we have about you is incorrect orincomplete, you may ask us to amend the information for aslong as the information is kept in our records by writing tous. Your request should include the reasons why you thinkwe should make the amendment. If we deny part or all ofyour request, we will provide a written notice that explainsour reasons for doing so. You will have the right to havecertain information related to your requested amendmentincluded in your records.
3 . Right To An Accounting Of Disclosures . Youhave a right to request an “accounting of disclosures,” whichis a list with information about how we have shared yourhealth information with others. To obtain a request form foran accounting of disclosures, please write to the PrivacyOfficer. You have a right to receive one list every 12-monthperiod for free. However, we may charge you for the costof providing any additional lists in that same 12-month period.
4 . Right to Receive Notification of a Breach . Youhave the right to be notified if there is a probable compromiseof your unsecured protected health information within sixty(60) days of the discovery of the breach. The notice willinclude a description of what happened, including the date,the type of information involved in the breach, steps youshould take to protect yourself from potential harm, a briefdescription of the investigation into the breach, mitigation ofharm to you and protection against further breaches and contactprocedures to answer your questions.
5. Right To Request Restrictions . You have the rightto request that we further restrict the way we useand disclose your health information to treat yourcondition, collect payment for that treatment, run ournormal business operations or disclose informationabout you to family or friends involved in your care.You also have the right to request that your healthinformation not be disclosed to a health plan if youhave paid for the services in full, and the disclosureis not otherwise required by law. The request forrestriction will only be applicable to that particularservice. You will have to request a restriction foreach service thereafter. To request restrictions, pleasewrite to the Privacy Officer. We are not required toagree to your request for a restriction, and in somecases the restriction you request may not be permittedunder law. However, if we do agree, we will bebound by our agreement unless the information is

needed to provide you with emergency treatment orcomply with the law. Once we have agreed to arestriction, you have the right to revoke the restrictionat any time. Under some circumstances, we will alsohave the right to revoke the restriction as long aswe notify you before doing so.
6. Right To Request Confidential Communications .You have the right to request that we contact youabout your medical matters in a more confidentialway, such as calling you at work instead of at home,by notifying the registration associate who is assistingyou. We will not ask you the reason for your request,and we will try to accommodate all reasonable requests.
7. Right To Have Someone Act On Your Behalf .Youhave the right to name a personal representative who mayact on your behalf to control the privacy of your healthinformation. Parents and guardians will generally have theright to control the privacy of health information about minorsunless the minors are permitted by law to act on their own behalf.
8. Right To Obtain A Copy Of Notices . If you arereceiving this notice electronically, you have the rightto a paper copy of this notice. We may change ourprivacy practices from time to time. If we do, wewill revise this notice and post any revised notice inour registration area and/or on our website.
9. Right To File AComplaint . If you believe your privacyrights have been violated, you may file a complaint withus by calling the Privacy Officer at [3016455951], orwith the Secretary of the Department of Health andHuman Services. The medical practice will not withholdtreatment or take action against you for filing acomplaint.
10. Use and Disclosures Where Special ProtectionsMay Apply . Some kinds of information, such asHIV/AIDS-related information, alcohol and substanceuse disorder treatment information, mental healthtreatment information, sexually transmitted diseaseinformation, family planning and genetic testinginformation, are considered so sensitive that state orfederal laws provide special protections for them.Therefore, some parts of this general Notice ofPrivacy Practices may not apply to these types ofinformation. If you have questions or concerns aboutthe ways these types of information may be used ordisclosed, please speak with your health care provider.



Patient Plate – Office Use Only

Medical Record Number: ____________________

Drs.Chhabra & Sait MD PANOTICE OF PRIVACY PRACTICES
ACKNOWLEDGMENT AND CONSENT

By signing below, I acknowledge that I have been provided a copy of this Notice of PrivacyPractices and have therefore been advised of how health information about me may be usedand disclosed by the medical practice listed at the beginning of this notice, and how Imay obtain access to and control of this information. I also acknowledge and understandthat I may request copies of separate notices explaining special privacy protections thatapply to HIV/AIDS-related information, sexually transmitted disease information, alcoholand substance use disorder treatment information, mental health treatment information,family planning and genetic testing information from my health care provider. Finally, bysigning below, I consent to the use and disclosure of my health information to treat meand arrange for my medical care, to seek and receive payment for services given to me,and for the business operations of [Company], its staff, and its business associates.

_________________________________________Signature of Patient or Personal Representative
_________________________________________Print Name of Patient or Personal Representative
_________________________________________Date
_________________________________________Description of Personal Representative’s Authority
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